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Abstract
This work presents a study on the reliability of voters for approximate fault tolerant systems in the context of single event 
effects and electromagnetic interference. A first case study analyses different topologies of single-bit majority voters for logic 
circuits employing fault injection by simulation. In these simulations, an analysis is first performed to identify the criti-
cal diffusion areas of the physical implementation according to the voter input vector. Additionally, as a second case study, 
practical heavy ion experiments on different architectures of software-based approximate voters for mixed-signal applica-
tions are also presented, and the cross section of each voter is evaluated. The system comprising the voters was irradiated 
in two distinct experiments with an 16O ion beam, producing an effective LET at the active region of 5.5 MeV/mg/cm2 . As 
a complementary study, a conducted electromagnetic interference injection was also performed, considering two distinct 
voting schemes. Results of the case-studies allow identifying the most tolerant voter architectures (among the studied ones) 
for approximate computing applications under single event effects and electromagnetic interference.

Keywords Approximate computing · Radiation · Electromagnetic interference · Analog-to-digital converters · Voters · 
Redundancy · Fault tolerance

1 Introduction

Approximate computing (AC) is an emerging paradigm that 
has been attracting attention due to its tradeoff between the 
exactness of computations and performance gains. AC aims 

to achieve benefits in terms of area, power, and delay at the 
expense of output quality. This approach is being explored in 
several error-resilient applications, such as multimedia applica-
tions and other ones based on inherently imprecise algorithms.

A significant concern for modern systems, specially in 
space applications and man-made radiation environments, 
is the system level effects of soft errors caused by ionizing 
particle strikes in sensitive areas of the integrated circuits 
[19, 24]. Triple Modular Redundancy (TMR) is a single-
fault masking technique widely used to mitigate soft errors. 
However, TMR imposes an area overhead of at least 200%. 
Therefore, AC is also being applied in TMR solutions to 
explore the tradeoff between circuit costs (area and power) 
and fault coverage [23].

Approximate TMR (ATMR) may also rely on different 
algorithms or hardware architectures with distinct precision 
in the calculation, leading to different (though approximate) 
results in each module [23]. This can bring the benefit of the 
design diversity paradigm to ATMR systems, increasing the 
reliability of the systems due to the possibility of mitigating 
common-mode faults, which are those that occur in more 
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than one copy of a redundant system, nearly simultaneously, 
and are generally associated to a single cause [18, 22]. Even 
though 100% single-fault coverage is no longer guaranteed in 
ATMR systems, the majority voters remain the most sensitive 
part of the architecture. In this way, investigating their robust-
ness in a scenario where any input combinations can happen 
is essential to ensure the best compromise of ATMR systems.

The possible granularity levels of redundancy techniques 
may be divided into two categories: coarse grain and fine grain, 
as mentioned in [9]. Coarse grain TMR considers that the 
module to be replicated is the entire design or a given system 
functional module and the outputs of these modules are then 
voted. This approach may be suitable when the system integra-
tor cannot modify the hardware of the modules, for instance. 
On the other hand, fine grain TMR replicates sub-modules, as 
the registers of a given design, with the voting being performed 
at the output of these fine grained sub-modules.

If considering coarse grain approximate redundant sys-
tems (with software diversity, for instance) the majority vot-
ers need to take into account small differences among the 
results of each computation. Such differences may be due to 
distinct precision or resolution of the algorithms and hard-
ware copies. Indeed, "flexible voting" is an issue that has 
been addressed from many years by designers of redundant 
analog or mixed-signal systems (and in on-line analog test), 
because, analog signals and analog blocks are never exactly 
equal (due to variability, noise and mismatch, for instance), 
even when designed to be so [10].

In a previous work, the need to perform flexible (or approx-
imate) voting in a fault tolerant Analog-to-Digital (A/D) inter-
face of a microprocessor-based system, led us to propose two 
architectures of software-based word voters. The voting is 
made upon the output of three A/D converter modules with 
diversity redundancy (hardware and temporal diversity) [10]. 
In a further investigation, the system was tested under heavy 
ions [13]. Besides proving that the proposed diversity based 
redundant system is suitable to reduce the overall soft error 
rate of the proposed A/D interface, results showed that the 
reliability of the distinct approximate voters are also different, 
which has motivated one of the case studies presented in this 
paper. Therefore, a third voting architecture was implemented 
and tested in a second heavy ion experiment.

In addition to the heavy ion experiments presented in [7], 
the architectures employed as temporal voter in the case-
study design were also tested under conducted electromag-
netic interference (EMI). Such kind of disturb may cause 
multiple signal deviations spread in time, which may lead 
to multiple errors occurring at the voter inputs at the same 
voting cycle. Therefore, both architectures are compared 
evaluating the most appropriate one to cope with multiple 
errors in an EMI context. Details of heavy ion and EMI 
experiments, as well as the tested architectures and results, 
are presented in Section 3.

Besides the possible need for using such special flexible 
voters (also known as inexact voters [15]), well-known single-
bit hardware voters have to be revisited when used in ATMR 
circuits. In TMR circuits, the single-bit voters have to deal 
with only two input vectors, 000 and 111, in fault-free condi-
tions. All other input vectors characterize a faulty condition, 
and faults in one of the modules are masked by the majority 
voter. Different from TMR circuits, a single fault analysis in 
ATMR circuits must consider all possible input vector com-
binations in voter analysis. These issues bring the need to 
investigate single-bit voters reliability in the context of the 
approximate computing paradigm. An initial investigation 
has been performed with three single-bit voters topologies 
[7]. This paper extends the analysis considering the voters 
presented in [21].

The main contribution of this work is the reliability evalu-
ation of voters used in fault tolerant approximate systems, 
considering radiation induced soft errors and electromagnetic 
interference. For this purpose, two case studies were consid-
ered, in different abstractions levels and domains. Firstly, a 
thorough analysis is performed on single-bit voter architec-
tures for approximate logic circuits, aiming to investigate the 
most susceptible and robust architectures against soft errors. 
Then, approximate word voters for software-based applica-
tions are also studied. A mixed-signal case study is consid-
ered, in which a redundant system with different approxi-
mate voting schemes is irradiated with heavy ions, and the 
dynamic cross section (soft error susceptibility) of each voter 
is evaluated. Additional EMI experiments were performed to 
investigate the voters’ ability to deal with multiple erroneous 
inputs. The experimental setup, results and discussion of each 
case-study are presented in Sections 2 and 3, respectively, 
while general conclusions are given in Section 4.

2  Single‑Bit Voters for Approximate  
Logic Circuits

Single-bit voters implement the majority logic function. 
This function is widely used in various applications, starting 
with its utilization in logic synthesis through the majority-
inverter graph, until its use as a voter in redundant circuits 
to increase fault tolerance [3, 4]. In fault-tolerant applica-
tions, the importance of evaluating voter behavior against 
radiation increases.

Several works investigate the radiation robustness of sin-
gle-bit majority voters. Some of them have made this analy-
sis at a logic level [6, 8], ignoring faults inside the logic 
blocks. This internal aspect is explored in works that deal 
with the transistor voter implementation [20]. Oliveira et al. 
investigate the robustness of single-bit voters at the physical 
level for traditional TMR circuits [21]. Tooba et al. explore 
permanent faults in ATMR architectures [5].
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We investigate the single-bit voter robustness in the pres-
ence of radiation faults when used in ATMR solutions. First, 
we present the aspects evaluated in our analysis. We evaluate 
these aspects in the voters presented in [21]. Then we focus 
the analysis and discussion on the three single-bit voters, 
which have presented the best results regarding fault toler-
ance when applied in an ATMR architecture.

2.1  Evaluated Aspects

The proposed analysis investigates two important aspects of  
fault tolerance when applied to radiation effects. The first 
evaluated aspect is identifying the reverse-biased PN junc-
tions, which are the ones able to collect charge during a 
single event. This first evaluated aspect reflects the circuit 
radiation susceptibility. Considering the digital characteris-
tic of the majority voters, the reverse-biased PN junctions 
can be computed through a logic analysis for each possible 
input vector. The second consideration in the reverse-biased 
PN junctions identification explores diffusion sharing when 
physical voter implementation is considered. To illustrate 
the previous statement, Fig.1c shows the schematic and stick 
diagram (layout simplification) of CMOS Voter. The node 
n1 in the schematic is a single node, while this node has 
two diffusions (3 and 6) in its physical implementation. For 
an accurate analysis, the proposed evaluation has been per-
formed at the physical level.

Another important aspect of the radiation robustness 
analysis is the energy deposition density of a particle. The 
Linear Energy Transfer (LET) is the average energy deposited 
per unit path length along the track of the ionizing particle. 
This second evaluated aspect reflects the circuit robustness in 
terms of of the amount of energy required to cause a distur-
bance. In this analysis, the LET Threshold ( LETth ) is the min-
imum LET required to cause a transient bit-flip in the node 
logic value. The LETth is the second parameter evaluated in 
our analysis, and it is obtained through electrical simulations.

2.2  Single‑Bit Voter Analysis

In [20], Oliveira et. al. presented an investigation on differ-
ent transistor topologies of single-bit majority voters. The 
work considers single-fault analysis in a TMR solution. As 
the investigation focuses on the single-bit voters, the single 
fault occurs in the voter, and the TMR modules are free of 
faults. With this assumption, only 000 and 111 input vectors 
are considered in the voter robustness analysis. Our work 
explores the uses of single-bit voters in ATMR architec-
tures. In this situation, all possible input vectors have to be 
considered [5].

We illustrate the explored methodology and summa-
rize the discussion considering fourteen single-bit voters 
presented in [21]. The transistor schematics and possible 

layouts (depicted as stick diagrams) of these fourteen single-
bit voters topologies are illustrated in Fig. 1. The two first 
voters, illustrated in Fig. 1a and b, are the traditional ones 
built with basic NAND and NOR gates. The following two 
are designed considering the static CMOS logic family rules. 
The difference between them are the inverters. In the former, 
depicted in Fig. 1c, the inverter is in the output node. In 
the latter, shown in Fig. 1d, the inverters are in the inputs. 
This modification has been explored in [21] and presented 
good results considering traditional TMR analysis. The four 
following topologies are derived from [6]. The first two, 
illustrated in Fig. 1e and f, explore basic logic gates, and 
the following two, depicted in Fig. 1g and h, are designed 
considering static CMOS logic family rules. The final six, 
shown in Fig. 1i–n, are derived from [8]. That work proposes 
a voter using logic blocks, and six transistor arrangement 
variations are built from the logic specification.

Our analysis starts by computing the sensitive diffusion 
areas (SDA). We consider SDAs all the diffusion areas that 
are not connected to the power rails. These SDAs are the PN 
junctions that could be reversely biased, being able to collect 
charge during a single event. This computation is performed 
at the layout level, to increase the accuracy. As an example, 
the CMOS Voter, depicted in Fig. 1c, has diffusion areas 2, 
7, 9, and 11 connected to the power rails. Then, the SDAs 
are 1, 3, 4, 5, 6, 8, 10, 12, 13, and 14. The SDAs of CMOS 
Voter are listed at the top of Table 1.

The second step evaluates the reverse-biased SDAs con-
sidering each of the possible input vectors. These nodes  
are called critical diffusion areas (CDAs) since they are the 
ones that effectively change their logic value when a par-
ticle with sufficient energy strikes them. Considering the 
cross-section as the sensitive area of the irradiated circuit 
element, the CDAs provides a technology independently 
parameter that is easily converted to the voter cross-section 
for a specific technology. From the exhaustive analysis of 
the CDAs for all possible input vectors, the designer has 
relevant information to design the modules to avoid input 
combinations that make the single-bit voter more suscepti-
ble to the effects of radiation.

The CDAs are computed through a logic analysis for 
each possible input vector. To illustrate the procedure, let 
us considered the input vector ABC = 010 . It is one of the 
input vectors that presents the higher number of CDAs in 
CMOS voter. The CDAs for this vector are 1, 10, 13, and 
14. In the other hand, the vector ABC = 011 presents only 
two CDAs: 5 and 8. Table 1 presents the CDAs for each 
possible input vector for CMOS voter. These data presented 
in detail reveal important considerations that could help 
designers choose the best option for their application. This 
information is relevant to designers who could choose the 
better option to use in their ATMR according to the module 
outputs probabilities.
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The LETth analysis is obtained through electrical simula-
tion. The voters netlists are described using a 32 nm CMOS 
bulk technology. The supply voltage of this technology is 0.9 
volts. The transistor sizing follows the logic effort approach, 
and the pass transistors have a minimum size (L = 32 nm 
and W = 64 nm). Four minimal inverters are used as load. 
The pulse generated by the particle strike is modeled in Eq. 1 
as a double exponential current source. Qcoll is the charge 

collected (in fC), �� is the charge collection time constant, 
�� is the time constant relating ion track generation. It was 
first suggested in [16] and has since been widely used by 
researchers:

(1)I(t) =
Qcoll

�� − ��

(

e

−t

�� − e

−t

��

)

Fig. 1  Voters schematics and respective stick diagrams [20]: a NANDs, b NORs, c CMOS, d CMOS2, e Bala, f Bala2, g Bala CMOS, h Bala 
CMOS2, i Ban, j Ban2, k Ban3, l Ban4, m Ban5, n Ban6
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Equation 2 define the charge collection, where Linear 
Energy Transfer (LET) is the amount of charge deposited per  
unit length, L represents the depth of the charge collection, 
and the constant 10.8 fC is the charge that a particle with 
LET = 1 MeV/mg/cm2 deposit for every 1 � m [11].

The minimum current pulse that causes a flip in the logic 
value of the evaluated node is used to compute the LETth 
according to [16]. In this comparative analysis, it is con-
sidered that the injected charge is entirely collected by the 
junction electric field. The LETth for each voter is presented 
in Table 2.

Table 2 summarize the obtained results. The second column 
presents the number of transistors used for each design. The 
CMOS, Ban4, and Bala CMOS are the three single-bit voters 
versions that present the fewest number of transistors between 
the evaluated circuits. The third column presents the total 
amount of SDAs. The Ban4 voter presents the same transistor 

(2)Qcoll = 10.8 × (L) × (LET)

amount as the CMOS voter, but due to the pass transistors pre-
sented in its design, it has four more SDAs. The fourth column 
presents the sum of CDAs for all eight possible input vectors. 
Again, the pass transistors presented in Ban4 voter penalize it 
in this criteria. Finally, the last column presents the LETth . As 
the LETth values have a strong relationship with the transistor 
sizing, the values presented in the table have higher signifi-
cance when compared between them rather than observing the 
absolute value itself. For this analysis the particle track length 
was considered as 2 � m. The LETth is related to the output node 
in all voters. The CMOS and Bala voters present the same 
LETth because they explore the traditional Static CMOS design 
characteristics. The Ban voter uses pass transistors, and this 
characteristic compromises the obtained LETth.

Considering the presented data, we conclude that the tradi-
tional voter, designed in Static CMOS style, presents the same 
LETth value as the single complex gate version of [6]. How-
ever, CMOS presents a slightly smaller sum of CDAs when all 
input vectors are considered. Additionally, the voter presented 
in [8] was proposed at the logic block level, and the original 
analysis proved its robustness against a single fault in the inter-
nal node when used in TMR architectures. Our investigation 
presents the worst results among the investigated topologies. 
This statement shows the importance of revisiting the single-
bit voter designs when used in ATMR architectures.

3  Software‑Based Approximate Voters Under 
Heavy Ion Irradiation and EMI Injection

The second case study performed in this work was carried 
out to analyze the reliability of software-based coarse-grain 
approximate voters in system level applications under real 
environmental threads (EMI and heavy ions). Differently from 
the first case study, this experiment considers the situation in 
which the designer does not have the choice to implement a 
specific hardware voter, as the ones studied in the first part of 
this work. Therefore, this study considers a higher abstraction 
level, with coarse grain diversity TMR, and presents addi-
tional insights to system level integrators of critical systems.

Table 1  Critical Diffusion 
Areas (CDAs) of CMOS single-
bit voter for each input vector

Input Vector Sensitive Diffusion Areas

1 3 4 5 6 8 10 12 13 14

000 X X
001 X X
010 X X X X
011 X X
100 X X X
101 X X X X
110 X X X
111 X X

Table 2  Sensitive/Critical Diffusion Areas and LETth results

Voter Trans.  SDA Sum of CDA 
for all vector

LETth 
(MeV/mg/
cm2)

NANDs 18 14 33 0.74
NORs 18 14 33 0.69
CMOS 12 10 22 0.68
CMOS 2 16 14 26 0.68
Bala 18 15 28 0.68
Bala 2 18 18 31 0.69
Bala CMOS 14 12 24 0.68
Bala CMOS 2 18 16 28 0.69
Ban 18 18 32 0.39
Ban2 24 20 34 0.68
Ban3 24 20 32 0.68
Ban4 12 14 28 0.37
Ban5 18 17 32 0.39
Ban6 18 17 26 0.39
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3.1  Case Study System

The simplified block diagram of the case study circuit is 
depicted in Fig. 2. It is a redundant Data Acquisition System 
(DAS), comprising three 8-bit Analog-to-Digital Converters 
(ADCs) operating in parallel: two Successive Approxima-
tion Register (SAR) converters and a ΣΔ converter. With 
two distinct converter architectures, hardware diversity is 
achieved, and temporal diversity is implemented by using 
different sampling rates of the SAR ADCs (740 ksps and 74 
ksps (kilo samples per second)). The system is implemented 
in a programmable SoC (PSoC 5, from Cypress Semicon-
ductor), manufactured in a 130nm CMOS technology, which 
also comprises a 32-bit ARM Cortex-M3 CPU, besides sev-
eral analog and digital programmable resources.

The system also comprises two software-based approxi-
mate voters: one main spatial voter and a temporal voter 
(SAR ADC voter). This voter also performs a coarse syn-
chronization, needed due to the different sampling frequen-
cies of the ADCs. A fine synchronizer is also used, to cope 
with the different latencies of each diverse ADC module, as 
shown in Fig. 3, which also shows additional implementa-
tion details. To store the converted and voted data (into the 
PSoC SRAM), 5 DMA channels are used as circular buff-
ers, allowing to perform a constant monitoring of all signals 
during the experiments. The buffers content is sent to an 
external computer (by means of an UART-RS232 interface) 
whenever a fault is detected by the voters [10]. Then, the 
system is reset, reprogramming it, in a way that the error is  
corrected. The size of each buffer was defined in order to 
store two complete cycles of the test signal (one before and 
another after the error detection). With this scheme, by post-
processing the experiment data, we are able to check all the 
signals, identifying if the error was originated at the ADCs 
or if it is due to an erroneous voting.

A signal generator block (composed of an 8-bit DAC) was 
programmed into the PSoC, generating a 120 Hz triangular 
wave, swinging among the full scale limits of the converters 
(0 to 2 V), in order to serve as input test signal of all ADCs. 

Fig. 3 shows the overall block diagram of the system imple-
mented in the Device Under Test (DUT).

In order to cope with hangs in the overall system an Aux-
iliary Equipment (AE), programed in a a secondary board, 
is used as a watchdog, which monitors an “alive" signal sent 
by the DUT. If this signal remains inactive for more than 30 
seconds, this AE resets the DUT.

Majority voting presents a challenge when applied to 
mixed-signal or approximate TMR systems due to the intrin-
sic difference of output results of each module, which is the 
case of the system under study, since the AD conversion 
presents intrinsic linearity errors. In the digital domain, the 
implementation of a majority voting can be done by using 
bit-by-bit voting or word voting, each with proper advan-
tages and drawbacks [15, 17]. The first version of the SAR 
temporal voter was implemented using the bit-by-bit voting 
technique, which is suitable to voters with many inputs [15]. 
This specific voter has 9 inputs. The faster SAR ADC gener-
ates 10 samples while one is produced by the others, within 
a main voting cycle. One sample is discarded to have an odd 
number of inputs, avoiding a possible tie.

As illustrated in Fig. 4a, the bit-by-bit voter consists on a 
counter and a decision element for each bit position, as well 
as a single word assembler. For each bit position the number 
of ones among all words is counted, and this information is 
taken to the decision element, that votes upon each bit posi-
tion. The word assembler generates the output word, based 
on the voting results. The part of the software implementing 
this voter is depicted in Fig. 5a.

The main voter of this case study system is based on 
word voting principle [17], performing mutual subtractions 
between the signals, generating three error signals that allow 
to select the correct one to be the current system output. A 
tolerance window is considered for the error signal, in order 
to cope with the approximate results of each module. In this 
experiment the tolerance window is 5 (decimal), represent-
ing near 2% of the full scale for an 8-bit converter and is 
able to cope with the non-idealities and divergences between 
the modules’ outcomes. The architecture of the main voter 
is depicted in Fig. 4b and the part of the code which imple-
ments this voter is shown in Fig. 5b.Fig. 2  Diversity TMR data acquisition system architecture

Fig. 3  Details of the full implementation of the DAS in the PSoC 
device with internal test signal
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The second version of the SAR temporal voter was built 
with a cascade of word voters (V1 to V4), identical to the 
main voter, as depicted in Fig. 4c.

3.2  Heavy Ion Irradiation Setup

Two irradiation experiments were performed on the redun-
dant DAS. The Device Under Test (DUT) was programmed 
with the above described system, considering both temporal 
voter versions (one in each experiment). The irradiation was 
performed at the Laboratório Aberto de Física Nuclear at 
the Universidade de São Paulo (LAFN-USP), Brazil [1], 
with ion beams produced and accelerated by the São Paulo 
8UD Pelletron Accelerator, generating a 16O ion beam with 
22 � m penetration into the silicon. The heavy-ion beam 
was accelerated up to 36 MeV and reduced its intensity to 
hundred particles/s/cm² (as recommended by the European 
Space Agency (ESA) for SEU tests [12]) using magnetic 
defocusing techniques and two thin gold foils (near 1 mg/
cm²) in the SAFIIRA system [2]. This new system was built 
to study heavy-ion beam effects in electronic components. 
SAFIIRA is a Portuguese acronym that stands for Ion-beam 
Application and Irradiation System.

The DUT (with top package removed) was irradiated at 
0
o angle, producing an effective LET at the active region of 

5.5 MeV/mg/cm2 . The effective LET was estimated using 
SRIM software [25] considering the beam energy and the 
device passivation layer. The average flux of each experiment 
was 350 and 430 particles/s/cm2 , during 246 and 288 min, 
respectively. The total fluence to which each voter was sub-
mitted is shown in Table 3, which also summarizes the results.

The overall experiment setup is described in Fig. 6, 
along with a picture of the DUT inside the vacuum cham-
ber. The auxiliary equipment acts as a watchdog, monitor-
ing the DUT activity and resetting it if a hang is identified. 
The Control and remote computer are used for control-
ling and data storage. A triangular signal ranging between 
the full scale limits of the converter was generated by an 

internal DAC (Digital-to-Analog Converter) of the PSoC 
to be applied to the redundant DAS input.

3.3  Results of Heavy Ion Experiments

In this analysis the errors originated in the voters are 
computed and compared, considering the different voter 
architectures. While the main word voter showed no error 
in both experiments (even experiencing the higher total 
fluence), 4 errors were recorded at the temporal voter 
built with 4 word voters (Fig. 4c), while 18 errors were 
observed in the bit-by-bit version (Fig. 4a), as shown in 
Table 3. The uncertainties were calculated considering a 
Poisson distribution of the observed errors. This table also 
shows the calculated dynamic cross section for each voter 
(number of errors divided by fluence), the fluence (inte-
gral of flux over time), the experiment time, and the time 
each voter takes to perform the voting task.

Comparing both versions of the same voter (temporal 
voter), the bit-by-bit version is less reliable (higher cross-
section). This is due to the higher voting time and com-
plexity, because it uses several loops and iterations, and 
more memory resources, as can be seen in Figs. 5 and 7) 
shows an example of error observed in the SAR ADC 
temporal voter (bit-by-bit version) even when no error 
occurred at the 9 voted samples originated by the SAR 
@740 ksps module.

Besides employing different voting architectures, effi-
ciency of coding may also impact voter reliability. Taking 
the bit-by-bit voter of this investigation as an example, 
if another code is implemented, in such a way that the 
number of CPU and memory operations is reduced (keep-
ing the same functional behavior), the voting time, and 
consequently, the voter dynamic cross section, are also 
expected to reduce.

Finaly, it is important to mention that no errors were 
observed in multiple modules of the DTMR or both voters 

Fig. 4  Architecture of the studied voters: a main word voter; b bit-by-bit temporal voter (first version) and c second version of the temporal voter 
with a cascade of word voters identical to (a)
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at the same time. Therefore, as no error occurred at the main 
system voter, 100% of the observed errors, including those 
occurring in the temporal voter, were tolerated by the pro-
posed system.

3.4  Testing Temporal Voters Under Conducted EMI 
Injection

The redundant scheme was also tested under Electromag-
netic Interference, considering the bit-by-bit voter and the 
cascade of word voters used as temporal voting element. For 
this purpose, the SAR converter operating @740 ksps was 

the target of the EMI injection campaign, in order to evalu-
ate the voters ability to cope with multiple erroneous signal 
samples coming from this converter. The test was based on 
the application of the standard IEC 62132-4 [14], which 
describes a method to measure the immunity of integrated 
circuits in the presence of conducted RF disturbances (which 
may be originated from radiated RF disturbances).

The Direct Power Injection (DPI) experiment was per-
formed using an Agilent N9310A RF signal generator. The 
test signal consists in an AM modulated signal (80% modu-
lation index), whit the envelope signal set at 1 KHz, and 
the carrier ranging, initially, from 1 MHz to 1 GHz. In this 
first phase, it was identified a higher vulnerability of the 
system in the frequency band from 1 MHz to 10 MHz. For 
this reason, the actual experiment, in which the voters were 
compared, was done considering this frequency band. The 
prospecting tests also pointed that the most vulnerable sys-
tem port to RF disturbances is the voltage Reference ( VREF ) 
pin of the ADCs, so the test was also focused on this pin 
as injecting point. For this experiment no bypass capacitor 
was connected to this pin. The power of the signal was set 
as 17dBm as recommended by the IEC 62132-4 standard, 
for microprocessors and memory ICs [14]. Figure 8 show 
the DPI test setup.

Fig. 5  Software code of the bit-by-bit temporal voter for the oversam-
pled SAR ADC (a) and code of the main word voter (b)

Fig. 6  Experimental setup block diagram (a) and picture of the DUT 
into the vacuum chamber of Pelletron accelerator (b)
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The total experiment time was 60 minutes, varying the fre-
quency each 6 minutes, in steps of 1 MHz. At the the analog 
input of the system a fixed DC signal of 1.024 V (mid-scale) 
was applied, which would produce the value 128 in decimal 
representation. The output of the SAR @740 ksps converter, 
as well the voter output were analyzed, considering both archi-
tectures of the temporal voter.

3.5  Results of EMI Injection

The injected interference at VREF pin of the ADC causes the 
converted words to deviate from the expected one. Figure 9 
shows the histogram of code occurrence at the SAR con-
verter output, considering the 9 samples generated at each 
main voting cycle of the system. With no EMI injected, in an 
ideal case, all the samples would be expected to fall within 
the mid-scale bin (128). It can be seen in Fig. 9 a significant 
spreading of codes around the expected one when injecting 
the EMI signal.

It can be seen in Fig. 10 that the bit-by-bit voter worsen this 
code spreading. The reason for that is the ability of EMI to 
modify multiple samples within the nine that are voted by this 
temporal voter. This can lead to the majority of the bits in a 
given position to be voted to an erroneous value. Though this 
event being more likely to occur between the least significant 
bits (due to the intensity of the disturbing signal) the overall 
deviation may be larger when multiple bits are affected. A 
code spreading is also observed when the cascade of word 

Table 3  Experiment details and 
results for each tested voter

Bit-by-Bit Voter Cascade of word voters Main Voter

Errors (18 ± 4) (4 ± 2) Zero
Voting time 95�s 11.75�s 3.75pmus
Cross Section ( ×e − 06cm2) (5.3 ± 1.2) (0.70 ± 0.31) ——-
Fluence (particles/cm2) 5.08 × 10

6
7.32 × 10

6
12.40 × 10

6

Irrad. time 246 min 288 min 534 min

Fig. 7  Error at the temporal voter causing a semi-permanent malfunction

Fig. 8  DPI test setup

Table 4  Standard deviation of code (in decimal) values at the output 
of the SAR ADC and voters

Block Code Std. Dev.

SAR@740 31.4
Bit-by-bit Voter 37.1
Casc. Word Voter 18.2

Fig. 9  Code histogram of SAR @740 ksps converter

Fig. 10  Code histogram after voting with the bit-by-bit architecture as 
temporal voter
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voters is used as temporal voter, as it can be seen in Fig. 11. 
However the deviation from the expected code is smaller than 
the deviation observed for the bit-by-The reason for this is 
probably the temporal correlation of the samples, since they 
are voted in blocks of three adjacent samples in time, reduc-
ing the probability of double errors in each individual 3-to-1 
word voter.

Table 4 shows the standard deviation of the code values 
for each considered block, confirming the trend observed in 
Figs. 9 to 11. While the bit-by-bit voter increases the stand-
ard deviation of the voted signal, the deviation is reduced 
from 31.4 (12% of the full scale) to 18.5 (7% of the full 
scale) when using the cascaded word voters.

4  Conclusion

This work presents relevant aspects to the analysis of voters 
when applied to approximate computing. The single-bit voter 
analysis highlights the importance of evaluating all possible 
input vectors since the obtained behavior does not follow the 
traditional TMR approach. Fourteen different topologies were 
evaluated regarding sensitive areas, and the threshold LET for 
a 32nm technology. This analysis is important to help design-
ers implement ATMR systems at the logical level with single-
bit hardware voters. Compared to previous works exploring 
traditional TMR circuits, voter choice is different when ATMR 
architecture’s peculiarities are considered. The significance 
of this revision could be observed in the difference of 55% 
between the best and worst choices considering sensitive areas 
and the two times difference in threshold LET.

Additionally, in a second case study, the reliability of voters 
of a fault tolerant data acquisition system programmed into 
a mixed-signal SoC was investigated. Heavy ions irradiation 
campaigns have shown that different approximate software-
based voting schemes present distinct reliability, with vot-
ing time and algorithm complexity being responsible for this 

behavior. The voting time depends on the number of inputs 
and algorithm complexity and impacts the voter reliability. 
The higher is this time, the higher is the probability of this task 
being affected by an ion impact. The approximate software-
based word voter tested in the heavy ion campaign showed to 
be more reliable than the bit-by-bit voter counterpart, with a 
significant difference in the obtained cross-sections.

When considering the application of the investigated 
coarse-grained voters in an environment susceptible to elec-
tromagnetic interference, the word voter is also more reliable. 
An EMI experiment was performed, injecting interference in 
the VREF pin of the ADC, affecting multiple converted words. 
Though the EMI does not directly affect the voter function-
ing, it causes multiple inputs to present wrong values, which 
may lead the voter to take a wrong decision. Our experiments 
have shown that the bit-by-bit voting may gather multiple bit 
errors of different input words in the same word assembled 
by the voter, worsening the error in the final voted value. This 
way, the bit-by-bit architecture must be avoided, or considered 
carefully, in EMI prone applications. On the other hand, the 
9-input temporal word voter is able to reduce the error magni-
tude on the converted signal.
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